
Session 
prerequisites

• A basic understanding of why it is 
considered best practice to collect 
outcome and feedback data and to use 
this information for service improvement

• An awareness of data protection and 
confidentiality requirements and practices

CORC recommends completing:
• CORC training module: Introduction to 

working with outcome and feedback 
measures

• Data protection or information governance 
awareness training e.g. NHS Digital Data 
Security Awareness

Presenter
Presentation Notes
The session prerequisites are a basic understanding of why it is considered best practice to collect outcome and feedback data and an awareness of data protection and confidentiality requirements for working with data. If you feel you don't already have the first, we would recommend completing the 'Introduction to working with outcome and feedback measures' CORC training module. The second is likely to form part of the training offered by your organisation. However, if you would like a refresher, we would point you towards the Data Security Awareness e-learning developed by NHS Digital.

https://portal.e-lfh.org.uk/
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• Understanding Patient Data Research and 

resources (accessed 16/09/20)
• ICO (2012) Anonymisation code of practice
• MRC (2019) GDPR Guidance note 5: 

Identifiability, anonymisation and 
pseudonymisation

• Elliot et al. (2016) The Anonymisation 
Decision-Making Framework

• ICO (2019) Data sharing code of practice -
Draft code for consultation

• NHS Digital (formerly HSCIC) Guide to 
Confidentiality in Health and Social Care

• Health Research Authority Confidentiality 
Advisory Group FAQs

Presenter
Presentation Notes
Understanding Patient Data is a website that supports conversations with the public about the uses of health data. It contains advice on how to present and explain the different ways in which data are used, which may be useful in preparing information for data subjects.

The anonymisation code of practice has been a key reference document on the benefits, practice and governance of anonymised data sharing. Although it is due to be updated to reflect the GDPR, at the time of recording this module the ICO website says that it still serves as a good starting point. In the meantime the Medical Research Council guidance note on identifiability and anonymisation is a helpful resource, since it was developed recently with the participation of the ICO. The anonymisation decision-making framework is a comprehensive book containing operational advice, and also has the support of the ICO.

If the purpose for sharing data requires identifiable data to be shared, there are a number of relevant resources, of which a few examples are listed here. The ICO data sharing code of practice applies to the sharing of personal data. It is in the process of being updated and so the link provided is to a draft published for consultation. The guide to confidentiality in health and social care contains useful guidance on sharing confidential information appropriately. The confidentiality advisory group frequently asked questions explain a legal route for sharing confidential patient information under special circumstances.

https://understandingpatientdata.org.uk/research-resources
https://ico.org.uk/media/for-organisations/documents/1061/anonymisation-code.pdf
https://mrc.ukri.org/documents/pdf/gdpr-guidance-note-5-identifiability-anonymisation-and-pseudonymisation/
https://ukanon.net/ukan-resources/ukan-decision-making-framework/
https://ico.org.uk/media/2615361/data-sharing-code-for-public-consultation.pdf
https://digital.nhs.uk/article/1226/A-Guide-to-Confidentiality-in-Health-and-Social-Care-
https://www.hra.nhs.uk/about-us/committees-and-services/confidentiality-advisory-group/guidance-confidentiality-advisory-group-applicants/
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